
The client is a leading UK banking and 
financial services group. They serve 
millions of customers throughout the 
UK and Ireland. 

The ePrivacy Directorate requires 
organisations to protect the 
confidentiality of communications and 
limits tracking cookies, spam emails and 
texts. The client, a relationship bank, 
needed to effectively communicate with 
their vast customer base, but the ability 
to market to them was limited. 
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THE CHALLENGE
They required data consultants to assess 
their compliance with the Privacy and 
Electronic Communications Regulation 
(PECR) and deliver greater choice and 
transparency to customers on how they 
wish to be contacted for the purpose of 
marketing. 

This would enable the bank to reach 
more of their customers through relevant 
communications, with ongoing support 
which allows the client to remain up-to-
date with present and future compliance. 

Being able to proactively communicate with our customers is central to 
our purpose as a bank. Having trust in our marketing permissions and 
understanding customers’ preferred channels of communication is a 
critical step in helping us achieve that purpose. The Programme team 
have worked collaboratively across multiple business areas to deliver 
robust, customer centric solutions in a timely manner.

With our clients we are delivering impactful ePrivacy solutions. 
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With the solution of compliant 
customer journeys and a renewed 
source of marketing permissions, the 
bank will achieve compliance with 
PECR Regulations 2003, and GDPR 
EU Regulation 2016/679. On top of 
this, by building a centralised solution 
for customer contact preference and 
marketing permissions, the client will be 
able to understand the lawful basis of 
consent they hold for each customer. 

Together, Gemserv and Business Data 
Partners (BDP) formed a data privacy 
solution. The focus was to establish a 
Marketing Permissions strategy and 
controls across the bank to ensure 
regulatory compliance.  

Our first step was to identify customer 
data and customer journeys that are 
non-compliant and edit or remove them. 
We did this by defining the trust of 
marketing permissions data and treated 
any untrusted with remediation and 
running a ‘Repermissioning’ campaign.  

THE IMPACT

THE SOLUTION
By running this campaign to customers, 
the bank was able to obtain new consent 
to contact more of their customers in 
compliance with PECR and meeting our 
previously set parameters. We then built 
on this by managing tactical solutions to 
avoid data breaches, and strategic solutions 
to fix problematic journeys and data. To 
easily track the progress of the campaign, 
and assist future compliance measures, we 
created a datastore to act as the golden 
source for storage of all permissions. This 
was built to ensure all mechanisms can 
both read and update data within it.

Multiple dashboards will track the 
operational data KDE’s and support 
marketing strategies. Not only did we 
achieve compliance with the bank, but 
there was also an expected increase in 
marketing ROI as the bank reaches more 
of its customer base. With these changes, 
we’ve increased the client’s Net Promoter 
Score, and improved the customers’ 
confidence that their permissions, 
preferences and consent are honoured. 
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